|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Виды рисков в сети Интернет**  **1.Коммуникационные риски**: при общении в социальных сетях, онлайн-мессенджерах, форумах, блогах и других ресурсах. К этой категории относят кибербуллинг, сексуальные домогательства (секстинг, грумминг, онлайн-знакомства), угрозы репутации в сети, общение с незнакомыми, потенциально опасные социальные группы. Дети чаще обращаются за помощью к знакомым в интернете, поскольку не верят, что близкие взрослые способны понять проблему или помочь.   |  | | --- | | **Секстинг** (англ. **sexting**) - пересылка фотографий и сообщений интимного содержания посредством современных средств связи: сотовых телефонов, электронной почты, социальных интернет-сетей. | | **Груминг** (англ. grooming - "**уход**", "**забота**") – деятельность пользователя, направленная на установление близкого контакта с ребенком посредством Интернета, с целью его дальнейшей сексуальной эксплуатации. |   **2.Технические риски:** повреждение устройств, информации, программного обеспечения, взлом аккаунтов, кража персональных данных, вымогательство денег, вредоносные программы, а также освоение новых устройств, приложений, онлайн-сервисов. Дети недостаточно осознают необходимость конфиденциальности данных, часто сами дают свои пароли, делятся личной информацией.  **3.Контентные риски:** незаконная, потенциально опасная информация в Сети, негативный контент, материалы сексуального характера, порнография, материалы, содержащие жестокость, насилие и агрессию, пропаганда наркотиков, алкоголя, сигарет, самоубийств, опасных способов похудания.  **4.Потребительские риски:** некачественная, контрафактная продукция, потеря денежных средств, хищение персональных данных во время интернет-шоппинга, фишинг (выуживание персональных данных), мобильное мошенничество. | **Виды рисков в сети Интернет**  **1.Коммуникационные риски**: при общении в социальных сетях, онлайн-мессенджерах, форумах, блогах и других ресурсах. К этой категории относят кибербуллинг, сексуальные домогательства (секстинг, грумминг, онлайн-знакомства), угрозы репутации в сети, общение с незнакомыми, потенциально опасные социальные группы. Дети чаще обращаются за помощью к знакомым в интернете, поскольку не верят, что близкие взрослые способны понять проблему или помочь.   |  | | --- | | **Секстинг** (англ. **sexting**) - пересылка фотографий и сообщений интимного содержания посредством современных средств связи: сотовых телефонов, электронной почты, социальных интернет-сетей. | | **Груминг** (англ. grooming - "**уход**", "**забота**") – деятельность пользователя, направленная на установление близкого контакта с ребенком посредством Интернета, с целью его дальнейшей сексуальной эксплуатации. |   **2.Технические риски:** повреждение устройств, информации, программного обеспечения, взлом аккаунтов, кража персональных данных, вымогательство денег, вредоносные программы, а также освоение новых устройств, приложений, онлайн-сервисов. Дети недостаточно осознают необходимость конфиденциальности данных, часто сами дают свои пароли, делятся личной информацией.  **3.Контентные риски:** незаконная, потенциально опасная информация в Сети, негативный контент, материалы сексуального характера, порнография, материалы, содержащие жестокость, насилие и агрессию, пропаганда наркотиков, алкоголя, сигарет, самоубийств, опасных способов похудания.  **4.Потребительские риски:** некачественная, контрафактная продукция, потеря денежных средств, хищение персональных данных во время интернет-шоппинга, фишинг (выуживание персональных данных), мобильное мошенничество. |